
Information Security
Manager

Join a young company active in Luxembourg and neighboring countries. 
We help our customers put security at the heart of their digital transformation. 
Although our field is profoundly digital, we put people at the heart of our business.

Your profile

Degree in Computer Science, Information Security, or equivalent.
Experience: 3-5 years in information security or a similar role
Certifications preferred: ISO27001, ISO 27005, CISM, CISSP, or equivalent.
Ability to work in a multicultural environment and meet demanding deadlines.

Your skills:
Technical skills

Proficiency in ISO 27001, ISO 27005, and regulatory frameworks such as
NIS2 and DORA.
Expertise in risk analysis, penetration testing, and incident management.
Solid understanding of IT security tools (IAM, SIEM, GRC tools).

Management and Communication
Strong project management skills and ability to coordinate cross-functional
teams.
Ability to communicate cybersecurity challenges to non-technical teams.
Fluency in English and French (German and Luxembourgish are a plus).

Regulations and Compliance
Proven experience in projects ensuring compliance with legal and regulatory
frameworks in Europe.

+

www.adronh.com

Linkedin/company/adronh

Your responsibilities

Information Security Management
Design, implement, and maintain an Information Security Management
System (ISMS) in compliance with ISO 27001 and ISO 27005.
Ensure alignment of security practices with the requirements of the NIS2
Directive and DORA Regulation.
Identify and assess risks related to formation systems and propose
appropriate corrective measures.

Governance, Risk and Compliance (GRC)
Develop and maintain an effective Governance, Risk, and Compliance
framework.
Create and update policies and procedures related to information security.
Coordinate internal and external audits to ensure regulatory and
contractual compliance.
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Your responsibilities

Incident Management and Business Continuity
Establish and oversee processes for managing security incidents.
Develop and maintain Business Continuity Plans (BCP) and Disaster
Recovery Plans (DRP) in line with identified risks.

Communication and Awareness
Raise awareness among internal teams about cybersecurity challenges.
Collaborate with internal and external stakeholders to ensure a
coordinated security approach.

Security Project Management
Oversee projects related to compliance with NIS2, DORA, and other
regulatory requirements.
Evaluate and integrate security tools to enhance the organization's
overall security posture.

+
A socially committed company that values its employees and their well-being

Highly professional and experienced colleagues
 Interesting and challenging projects

A unique opportunity to progress in the IT security field
A competitive salary and corresponding package

carriere@adronh.com

www.adronh.com

Linkedin/company/adronh


